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Malware Protection UPDATE

In the Armor Management Portal (AMP), the Malware Protection screen has been updated to include widgets and a new table. These widgets display the
latest actions that have taken place in your filesets in the previous 30 days. You can click a widget to filter the table to see the corresponding virtual
machines.

To learn more, see Malware Protection (Armor Complete) or ANYWHERE Malware Protection.

Default Advanced Backup Policies UPDATE

In the Armor Management Portal (AMP), in the Advanced Backup screen, when you create a policy for virtual machine protection, you have the option to
make that policy the default policy for future virtual machines.

= infrastructure > Advanced Backup > Policy
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Policies allow you to configure schedules for your backups, as well as remote setings such as replicating to another
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DEFAULT POLICY
Apply this policy to all newly-provisioned virtual machines going forward

No more than one VM Protection policy at a time can be set as default

This default policy will appear when you create a new virtual machine in the same data center. You will have the option to add the default policy to the
virtual machine.
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AADVANCED BACKUP POLICY

Amor's Advanced Backup solution protects your virtual machines by taking snapshots of the VM or selected files. Here you can optionally configure the specific VM Protection policy that will immediately apply to your new

purchase.
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If a default policy has been defined for the selected location, it will be automatically selected.

FREQUENCY

Take every 2 Hour(s) Keep 3 Day(s)

Note that placing a machine under Advanced Backup protection will result in a billing impact. To later update the protection settings for this virtual machine, please visit the Advanced Backup section within the Armor
Portal

To learn more, see Advanced Backup.

Snapshot Times for Advanced Backup UPDATE

In the Armor Management Portal (AMP), in the Advanced Backup screen, when you create a policy, you have the option to define a specific time frame
for when snapshots can be taken. This update includes both virtual machine policies and fileset policies.

If you do not specify a time, then Rubrik will determine when the scheduled snapshots will take place.
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To learn more, see Advanced Backup.
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Export Protection Data NEW

In the Armor Management Portal (AMP), in the Protection dashboard screen, you can now export data from the Service Health section.
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To learn more, see Protection dashboard (Armor Complete) or Protection dashboard (Armor Anywhere).

Advanced Backup API Calls UPDATE

Several new API calls were added to the interactive Armor API system.

To learn more, visit https://developer.armor.com/.

Cancel an Advanced Backup Restoration UPDATE

In the Armor Management Portal (AMP), in the Advanced Backup screen, you can cancel an in-progress virtual machine restoration.
You can cancel a restoration before the restoration reaches the Pending Customer Commit status.

To learn more, see Advanced Backup.
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